PRIVACY STATEMENT

WEBSITE GDPR PRIVACY NOTICE

Last modified: May 25th, 2018

Axalta entity (Axalta, we, us) believes it is important that you understand how Axalta collects, stores, shares and uses information from and about our website visitors, customers and vendors. We adhere to this GDPR Privacy Notice (Notice) and our cookie policy posted on this website, in respect of our collection, use and disclosure of personal and non-personal data collected through the website or in the course of our business activities conducted elsewhere when we act as the controller of that data and when its processing is governed by the EU General Data Protection Regulation (GDPR). This Notice does not apply to the information collected, stored, shared, or distributed by third-party sites. This Notice may be updated from time to time.

For the purposes of applicable data protection law, Axalta is the controller of any personal data collected from you on the website or otherwise for the purpose of conducting or developing our business with you. For the purposes of this Notice, personal data means any information relating to an identified or identifiable person.
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Information We Collect Automatically

When you visit our website, our server automatically collects certain browser or device generated information, which may in some cases constitute personal data, including but not limited to:

- your domain;
- your IP address;
- your date, time and duration of your visit;
- your browser type;
- your operating system;
- your page visits;
information from third parties;
- other information about your computer or device;
- Internet traffic,
- Your user behaviour (e.g. how you interact with the website).

We do not use this automatically collected information to try to identify you by name, and we do not associate it with the information you provide voluntarily, as detailed below.

Information You Provide

In order to access or use certain portions of the website or enjoy the full functionality of the website, or otherwise in conducting business with us or seeking to conduct business with us, you may be prompted to provide certain personal data to us in the following ways:

- by filling in forms (for example, a 'Contact us' form) on our website or at a trade show or anywhere else we conduct business;
- by downloading documentation from our website;
- by subscribing to newsletters or other communications;
- by corresponding with us by phone, e-mail or otherwise using our contact details; or
- by applying for a job, work placement or internship over our recruitment platform, in relation to which you should also refer to the specific privacy notices made available to you during the recruitment process.

Typically, the personal data you give us may include name, business affiliation, business address, telephone number, and email address, and any personal details required to resolve any enquiries or complaints. Where you are applying for a job, work placement or internship, you will be asked to provide certain additional information, for example about your education, employment history and right to work, pursuant to a specific privacy notice for job candidates.

This personal data is required to enter into a contract with you (such as in anticipation of an employment contract or a services agreement) or to perform a contract with you (such as to provide services at your request), and failure to provide any information may result in our inability to provide requested services or products, or consider your application for employment.

Webtracking

Webtracking / Analysis

We use a web tracking and web analysis software in order to determine the frequency of use and the number of people visiting our website. In this context, we do not collect any personal data which could reveal your identity to us. Only the IP address which you use when visiting our website will be processed. These data will be used group-wide only in aggregated form for statistical purposes and further development of our websites.

Our web tracking and analysis software is operated by a third party provider, Webtrekk GmbH, Berlin, Germany, on the basis of an agreement with Axalta, LLC for all Axalta Group companies.

You may choose to object the collection and use of the aforementioned information for statistical purposes and further development of our websites at any time by either

- deactive the “track users” setting in your browser or
- by using the opt-out mechanism provided by Webtrekk GmbH [here](#)

Social Bookmarking

This website contains “Addthis” plugins that enable you to share certain website content via a selection of social networks or other websites. Addthis uses Cookies (see below) and collects certain information (e.g., the time of your use of the Addthis plugin or the language settings in your browser) that are processed by AddThis, LLC in the USA. More detailed information regarding the collection, processing and use of data and information by AddThis, LLC can be found at [www.addthis.com/privacy](http://www.addthis.com/privacy). Axalta does not collect, process or use this information.

You may choose to object the collection and use of the aforementioned information by AddThis, LLC by using the opt-out mechanism provided [here](#).

Other Personal Data

Other personal data such as your name, your address, telephone number or e-mail address is not collected unless you actively provide us with such data, e.g. in connection with a survey, the processing of an inquiry by you, your registration at our website or in connection with an order (see below).

Cookies

Our website uses cookies.
We use the following "cookies" on our websites in connection with some of the functionalities described above. "Cookies" are small files which enable us to store individual information related to your computer or other device used to access our website. Cookies help us, e.g., to determine the frequency of use and the number of people visiting our website and to create our services as comfortable and efficient as possible for you.

<table>
<thead>
<tr>
<th>Cookie</th>
<th>Name</th>
<th>Purpose</th>
</tr>
</thead>
<tbody>
<tr>
<td>Analytics cookies</td>
<td>statse.webtrekklive.com, .webtrekk.com</td>
<td>Axalta analytics system uses cookies to gather information regarding visitor activity on the websites and other Axalta online services. The data gathered is sent to Webtrekk, our analytics partner, for analysis and reporting. Axalta uses this information to help improve the services it provides to its users. Data is only used in aggregated form. Further details can be found in Webtrekks' cookie policy. <a href="https://www.webtrekk.com/en/legal/opt-out-webtrekk/">https://www.webtrekk.com/en/legal/opt-out-webtrekk/</a></td>
</tr>
<tr>
<td>Performance cookies</td>
<td>.axaltacs.com, .standox.com, .spieshecker.com, .cromax.com</td>
<td>These cookies allow Axalta to remember choices you make such as your language or the region you are in and provide enhanced, more personal features. The information these cookies collect may be anonymized and they cannot track your browsing activity on other websites.</td>
</tr>
<tr>
<td>Functionality cookies</td>
<td>auth.axaltacs.com</td>
<td>This cookie is necessary to facilitate basic site functionality, such as remembering log-in state and allows you to be automatically signed in to an Axalta service which you have previously registered for.</td>
</tr>
<tr>
<td>Analytics cookies</td>
<td>.addthis.com</td>
<td>The cookie is used to aggregate data to offer reporting to websites that use AddThis. Addthis provide analytics to help Axalta better understand their visitors. For example, Addthis use a randomly generated ID assigned to each web browser to tell a website publisher how many people are sharing content. They also use aggregate browsing data to tell a website publisher whether the people most likely to share their content with their friends, for example, are sports fans.</td>
</tr>
</tbody>
</table>

The content of a cookie is limited to an identification number. Name, IP-address or other information regarding your true identity are only collected to the extent necessary for the operation of the functionality cookies (i.e. in connection with the log-in function).

Most web browsers allow some control of most cookies through the browser settings. To find out more about cookies, including how to see what cookies have been set and how to manage and delete them, visit [www.aboutcookies.org](http://www.aboutcookies.org) or [www.allaboutcookies.org](http://www.allaboutcookies.org).

**Use of Personal Data**

The following is an overview of our purposes for using your personal data. Additional details on how we process your personal data may be provided to you in a separate notice or contract.

All processing and use of your personal data is justified by a "condition" for processing. In addition, processing of sensitive personal data (such as religion and nationality provided for a recruitment application) is always specifically justified. In the majority of cases, processing will be justified on the basis that:

- the processing is necessary to perform a contract with you or take steps to enter into a contract at your request, such as to fulfil an order, to review your job application, or to provide product information you have requested;
- the processing is necessary for us to comply with a relevant legal obligation, such as keeping accounting records or to verify employment eligibility;
- the processing is in our legitimate interests, which are not overridden by your interests and fundamental rights. Our legitimate interests are to use supplier, customer and website user data to conduct and develop our business activities with them and with others while limiting the use of their personal data to purposes that support the conduct and development of our business; or
- you have consented to the processing.

We use the personal data we collect to:

- conduct and develop our business with you and with others, as more fully described below;
Axalta aims to safeguard and protect your personal data from unauthorized access, improper use or disclosure, unauthorized modification or unlawful destruction or accidental loss, and Axalta utilizes and maintains certain reasonable processes, systems, and technologies to do so. However, you acknowledge that no transmission over the Internet is completely secure or error-free, and that these processes, systems, and technologies utilized and maintained by Axalta are subject to compromise. Accordingly, we cannot be held responsible for unauthorized or unintended access that is beyond our control.

Axalta will not sell or rent your personal data to third parties.

Disclosure of Personal Data

We are part of the global Axalta group, and from time to time it will be necessary to share your personal data with our affiliated businesses for the purposes described above. We may also appoint third party service providers (who will operate under our instructions) to assist us in providing information, products or services to you, in conducting and managing our business, or in managing and improving our products, services or the website. Axalta may share your personal data with these affiliates and third parties to perform services that the third parties have been engaged by Axalta to perform on Axalta’s behalf, subject to appropriate contractual restrictions and security measures, or if we believe it is reasonably necessary to prevent harm or loss, or if we believe that the disclosure will further an investigation of suspected or actual illegal activities.

If your personal data is transferred outside the EU to other Axalta affiliates or to third party service providers, we will take steps to ensure that your personal data receives the same level of protection as if it remained within the EU, including by entering into data transfer agreements using the European Commission approved Standard Contractual Clauses, or by relying on certification schemes such as the EU – US Privacy Shield. For transfers of personal data among Axalta affiliates we have put in place European Commission approved Standard Contractual Clauses. The list of all the countries to which your personal data is transferred, and whether each country benefits from a decision of the European Commission determining that the country provides adequate protection to personal data, is set forth here Country List. You have a right to obtain details of the mechanism under which your personal data is transferred outside of the EU. The contact details can be found at the bottom of this page.

Axalta reserves the right to share any information that you provide which is not deemed personal data or is not otherwise subject to contractual restrictions.

Children

The website is not for use by children under the age of 16 years and Axalta does not knowingly collect, store, share or use the personal data of children under 16 years. If you are under the age of 16 years, please do not provide any personal data, even if prompted by the website to do so. If you are under the age of 16 years and you have provided personal data, please ask your parent(s) or guardian(s) to notify Axalta and Axalta will delete all such personal data.

Marketing emails

Where lawful to do so, and subject to your consent where required, we may communicate with you by email to tell you about our products and services. If you wish to opt-out of receiving marketing communications, please use [the 'unsubscribe' link provided in our, or otherwise contact us directly and we will stop sending you communications.

Security

Axalta aims to safeguard and protect your personal data from unauthorized access, improper use or disclosure, unauthorized modification or unlawful destruction or accidental loss, and Axalta utilizes and maintains certain reasonable processes, systems, and technologies to do so. However, you acknowledge that no transmission over the Internet is completely secure or error-free, and that these processes, systems, and technologies utilized and maintained by Axalta are subject to compromise. Accordingly, we cannot be held responsible for unauthorized or unintended access that is beyond our control.
Retention of Your Personal Data

We apply a general rule of keeping personal data only for as long as required to fulfill the purposes for which it was collected. In general, we retain your personal data for a period of time corresponding to a statute of limitation, for example to maintain an accurate record of your dealings with us. However, in some circumstances we may retain personal data for other periods of time, for instance where we are required to do so in accordance with legal, tax and accounting requirements, or if required to do so by a legal process, legal authority, or other governmental entity having authority to make the request, for so long as required.

With respect to marketing, we retain your personal data for 12 months after your last request for service or other contact you initiate.

External Links

The website may contain links to third party sites. Since Axalta does not control nor is responsible for the privacy practices of those websites, we encourage you to review the privacy policies of these third party sites. This Notice applies solely to personal data collected by our websites or in the course of our business activities.

Your Rights

We will take steps in accordance with applicable legislation to keep your personal data accurate, complete and up-to-date. You are entitled to have any inadequate, incomplete or incorrect personal data corrected (that is, rectified).

You also have the right to request access to your personal data as well as to obtain additional information about the processing.

In the event your personal data is processed on the basis of your consent, you have the right to withdraw consent at any time, without affecting the lawfulness of processing based on consent before its withdrawal.

Further, you are entitled to object to the processing of your personal data or to have your personal data erased, under certain circumstances.

As from 25 May 2018, the following rights also apply:

- **Data portability** - where we are relying (as the legal basis for processing) upon your consent, or the fact that the processing is necessary to perform a contract to which you are party or to take steps at your request prior to entering a contract, and the personal data is processed by automatic means, you have the right to receive all such personal data which you have provided us in a structured, commonly used and machine-readable format, and also to require us to transmit it to another controller where this is technically feasible.

- **Right to erasure** - you are entitled to have your personal data erased under specific circumstances, such as where you have withdrawn your consent, where you object to processing based on legitimate interests and we have no overriding legitimate grounds (see below) or where personal data is unlawfully processed.

- **Right to restriction of processing** - you have the right to restrict our processing of your personal data (that is, allow only its storage) where:
  - you contest the accuracy of the personal data, until we have taken sufficient steps to correct or verify its accuracy;
  - where the processing is unlawful but you do not want us to erase the personal data;
  - where we no longer need your personal data for the purposes of the processing, but you require such personal data for the establishment, exercise or defence of legal claims; or
  - where you have objected to processing justified on legitimate interest grounds (see below), pending verification as to whether we have compelling legitimate grounds to continue processing.

Where your personal data is subject to restriction we will only process it with your consent or for the establishment, exercise or defence of legal claims.

- **You also have the right to lodge a complaint with the supervisory authority of your habitual residence, place of work or place of alleged infringement, if you consider that the processing of your personal data infringes applicable law. A list of data protection supervisory authorities is available here [http://ec.europa.eu/newsroom/article29/item-detail.cfm?item_id=612080](http://ec.europa.eu/newsroom/article29/item-detail.cfm?item_id=612080)**

- **Right to object to processing (including profiling) based on legitimate interest grounds** - where we are relying upon legitimate interests to process personal data, you have the right to object to that processing. If you object, we must stop that processing unless we can demonstrate compelling legitimate grounds for the processing that override your interests, rights and freedoms, or we need to process the personal data for the establishment, exercise or defence of legal claims. Where we rely upon legitimate interest as a basis for processing we believe that we can demonstrate such compelling legitimate grounds, but we will consider each case on an individual basis.

- **Right to object to direct marketing (including profiling)** - you have the right to object to our use of your personal data (including profiling) for direct marketing purposes, such as when we use your personal data to invite you to our promotional events.

Please contact us as indicated in Contact Information at the bottom of the page, if you wish to exercise any of your rights, or if you have any enquiries or complaints regarding the processing of your personal data.
Changes to this Notice

Any changes or updates we may make to this Notice will be posted on this page in advance. If we have your contact details on file we will notify you in advance of any changes to this Notice that are material or may impact you. For other changes, please check back frequently to see any updates or changes to this Notice.

Contact Information

If you have any questions in relation to this Notice or you wish to exercise any of your rights, please contact us. Our general contact details can be found below at the bottom of the internet site.

We also have a data protection officer, who can be contacted at:

DataProtectionUK@axalta.com

+44 1707 518000